ISC?2

Neues ISC2-Zertifikat ermoglicht es Cybersecurity-Experten,

ihre Cloud-Sicherheitskompetenz nachzuweisen

Das Zertifikat hilft Cybersecurity-Experten weltweit, ihre Expertise in einer der

gefragtesten Fahigkeiten der Branche nachzuweisen.

Alexandria/Miinchen, 11.12.2025 - |SC2, die weltweit fiihrende gemeinnitzige

Mitgliederorganisation flr Cybersecurity-Experten, hat heute ihr Cloud-Security-

Architecture-Strategy-Zertifikat vorgestellt, das Cybersecurity-Experten dabei helfen soll,

Wissen und Strategien fur die Konzeption, Implementierung und Verwaltung sicherer
Cloud-Umgebungen zu entwickeln. Fachleute kdnnen dieses Zertifikat erwerben, um
ihre Fahigkeit unter Beweis zu stellen, Cloud-Innovationen zu unterstutzen und

gleichzeitig die sich standig weiterentwickelnden Cybersicherheitsrisiken zu mindern.

Laut einer Studie von ISC2 stuften Personalverantwortliche und Fachkrafte ohne

Personalverantwortungim Bereich Cybersicherheit die Sicherheit von Cloud Computing
in den Jahren 2023 und 2024 als die wichtigste technische Kompetenz unter Dutzenden

von technischen Kompetenzen ein. Auch wenn die ISC2 Cybersecurity Workforce Study

2025 feststellt, dass Kl in diesem Jahr Cloud-Sicherheit als wichtigste bendtigte
Kompetenz Uberholt hat, bleibt Cloud-Sicherheit weiterhin stark gefragt, wenn es darum
geht, widerstandsfahige Teams aufzubauen. 36 Prozent aller Befragten (sowohl
FUhrungskrafte mit Einstellungsverantwortung als auch Fachkrafte ohne
Personalverantwortung) bezeichneten die  Cloud-Sicherheit als ihre wichtigste

Kompetenzanforderung — nur Kl wurde haufiger genannt.

Wichtige Kompentenzanforderungen der Personalverantwortlichen in der
Cybersecurity

Unter den Teilnehmern der ISC2 Cybersecurity Workforce Study 2025, die
Sicherheitsteams flhren, nennen 29 Prozent Cloud-Sicherheit als die wichtigste
technische Fahigkeit, auf die sie bei Neueinstellungen achten — gefolgt von Kl (27
Prozent) und Security Engineering (24 Prozent). Die diesjahrigen Studienergebnisse
deuten darauf hin, dass der Erwerb von Cloud-Sicherheitskompetenzen weiterhin ein
Uberzeugender Weg ist, um sich bei der Suche nach Jobs und Karrierechancen positiv

abzuheben.
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,ISC2 verfolgt kontinuierlich, welche Kompetenzen am starksten nachgefragt werden,
und entwickelt daraufhin Loésungen fur seine Mitglieder und die breitere Community, um
diese Fahigkeiten zu erlernen und ihre Expertise nachzuweisen®, sagt Casey Marks,
Chief Operating Officer von ISC2. ,Der Erwerb des neuen Cloud-Zertifikats von ISC2
verschafft Fachkraften auf mittlerer und hdherer Karrierestufe — sowohl Praktikerinnen
und Praktikern als auch Flhrungskraften — Expertise tiber technische, Governance- und

Leadership-Perspektiven hinweg.”

Umfassendes Zertifikat fiir erfahrene Fachkrafte
Das Zertifikat legt den Fokus auf aktuelle Themen in einem zusammenhangenden
Format, das vier herstellerneutrale Kurse umfasst. Die Kurse beinhalten:
o Multicloud-Sicherheitsstrategien: 3 CPE-Credits; mittleres Kompetenzniveau
o Cloud Governance, Risikomanagement und Compliance: 3 CPE-Credits;
mittleres Kompetenzniveau
e Cloud-Sicherheit flir Business Leader: 2 CPE-Credits; mittleres
Kompetenzniveau
o Zero-Trust-Architektur in Cloud-Umgebungen: 3 CPE-Credits; fortgeschrittenes
Kompetenzniveau
Nach erfolgreichem Abschluss aller vier On-Demand-Kurse, die insgesamt etwa 11
Stunden Lernzeit umfassen, und dem Bestehen der Kursprifungen, erhalten die
Lernenden das digitale Abzeichen ISC2 Cloud Security Architecture Strategy Certificate
auf Credly. Die Kurse konnen einzeln oder als Paket erworben und in beliebiger

Reihenfolge absolviert werden. ISC2-Mitglieder kdnnen einen Rabatt erhalten.

Das Zertifikat richtet sich an erfahrene Fachkrafte und erganzt die umfassendere
Certified Cloud Security Professional (CCSP)-Zertifizierung von [ISC2, die

fortgeschrittene Kenntnisse, Fahigkeiten und Kompetenzen in den Bereichen Cloud-

Sicherheit validiert. Die Zertifizierung belegt, dass Fachkrafte Uber die erweiterten
technischen Fahigkeiten und das Wissen verfiigen, um Daten, Anwendungen und
Infrastrukturen in der Cloud zu entwerfen, zu verwalten und abzusichern. Wahrend fir
den CCSP mindestens flnf Jahre einschlagige Berufserfahrung und eine anspruchsvolle
Prifung erforderlich sind, bietet das neue Zertifikat gezielte berufliche Weiterbildung fur
diejenigen, die ihre praktische Cloud-Sicherheitskompetenz und strategische

Fahigkeiten vertiefen mdchten.
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Hier finden sie weitere Informationen tGiber das ISC2 Cloud Security Architecture Strategy

Certificate.

Uber ISC2

ISC2 ist die weltweit fihrende Nonprofit-Organisation flr Cybersecurity-Experten. Mit Gber
265.000 zertifizierten Mitgliedern und Partnern setzen wir uns in einer immer starker vernetzten
Gesellschaft fir eine sichere Cyberwelt ein. Unsere renommierten Zertifizierungen — darunter
die branchenfiihrende CISSP®-Zertifizierung — dienen Fachkraften als Nachweis ihrer
Kenntnisse, Fahigkeiten und Kompetenzen in jeder Phase ihrer Karriere.

ISC2 setzt Cybersecurity auf die politische und gesellschaftliche Agenda. Wir férdern die
Relevanz, Vielfalt und Dynamik der Cybersecurity-Branche durch engagierte Fiirsprache,
fundiertes Fachwissen und die Schulung und Zertifizierung von Fachkraften.

Mit unserer gemeinnutzigen Stiftung, dem Center for Cyber Safety and Education, vereinfachen
wir den Zugang zu diesem Berufszweig fur angehende Nachwuchskrafte.

Erfahren Sie mehr Gber ISC2 und werden Sie Teil unserer Mission. Vergréliern Sie ihr Netzwerk
und folgen Sie uns auf X, Facebook und Linkedin.
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