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Center for Cyber Safety and Education startet globale 50x50-Initiative fiir
Geschlechterparitat in der Cybersicherheit bis 2050

Fiinfzehn flihrende Organisationen haben sich verpflichtet, Frauen in diesem Bereich

mehr Chancen zu bieten und damit die Cybersicherheitsbranche zu stérken.

Alexandria/Miinchen, 30. Oktober 2025 — Das Center for Cyber Safety and Education

hat als gemeinnutziger Zweig von ISC2, der weltweit fihrenden Non-Profit-Organisation

fur Cybersicherheitsexperten, seine ,Global 50x50 Initiative vorgestellt. Diese Aktion hat
das Ziel, bis 2050 einen Frauenanteil von 50 Prozent in der Cybersicherheitsbranche zu
erreichen. Die Initiative bringt globale Partner aus Industrie, Regierungen,
gemeinntzigen Organisationen und Bildungseinrichtungen zusammen und unterstitzt
Programme, welche den Gender-Gap schlieBen, den Zugang zum Berufsfeld
Cybersicherheit erweitern und Frauen gleiche Zugangsmoglichkeiten und Chancen in

diesem Bereich bieten.

Finfzehn flihrende Organisationen haben sich bereits der Global 50x50 Initiative
angeschlossen und ihre Unterstltzung fur diese Mission zugesagt. Zu den ersten 50x50-
Partnern gehéren:

e [SC2

e Australian Women in Security Network

e Brahmam Innovations

o Women’s Society of Cyberjutsu

o Cybersafe Foundation

¢ GCR for Intelligent Ecosystems

e Girls Who Code

e Latinas in Cyber

e Minorities in Cybersecurity

e Secure Diversity

e Seidea CIC

e SLAMM Foundation

e The Cyber Guild

e WIiCyS

o Women4Cyber


https://www.iamcybersafe.org/s/
https://www.iamcybersafe.org/s/
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Die Global 50x50 Initiative ladt weitere Partner und Sponsoren sowie Unternehmen,
Padagogen, politische Entscheidungstrager und Branchenverbande ein, sich ihr
anzuschlieen. Untersuchungen zeigen, dass Frauen derzeit weniger als 25 Prozent der
Beschaftigten im Bereich Cybersicherheit ausmachen, was die Notwendigkeit einer
verstarkten Zusammenarbeit zur Uberwindung des Gender-Gap unterstreicht. Mit der
Einbindung neuer Partner will die Initiative die BemUhungen zur Mitarbeiterbindung und

-forderung intensivieren.

,Die Global 50x50 Initiative spiegelt die koordinierten Bemihungen wider, die
Beteiligung zu erweitern und den Nachwuchs im Bereich Cybersicherheit zu starken®,
sagt Dwan Jones, CDE®, CC, Director of Inclusive Strategies and Engagement des
Centers. ,Die verstarkte Anwerbung, Bindung und Forderung von Frauen werden nicht
nur die Cybersicherheitsteams durch eine Vielzahl von Perspektiven, Erfahrungen und
Fahigkeiten starken, sondern auch eine sicherere Zukunft fir unsere Branche schaffen.
Mit Hilfe von Experten haben wir ein globales 50x50 Framework entwickelt, das
Organisationen, Padagogen und Branchenflihrern klare Leitlinien fir die Schaffung

gleichberechtigter Zugange in diesen Bereich bietet.”

Aktionsrahmen der Global 50x50 Task Force

Die Global 50x50 Initiative wurde auf der Grundlage umfangreicher Forschungsarbeiten
und Beitrdge einer globalen Task Force aus Cybersicherheitsexperten und
Flhrungskraften aus aller Welt entwickelt. Im Laufe des letzten Jahres arbeitete diese
globale Task Force eng mit dem Center for Cyber Safety and Education zusammen, um

die Initiative zu gestalten und den globalen Aktionsrahmen zu erstellen.

Der Rahmen umfasst acht Handlungsfelder, die Teilnehmer, Organisationen und Teams
umsetzen kdnnen, um Frauen in diesem Bereich in sechs Karrierestufen mehr Chancen
zu erdffnen:

o Karrierebewusstsein und -orientierung

e Mentoring und Sponsoring

¢ Gemeinschaften und gegenseitige Unterstlitzung

e Ausbildung und Schulung

e Finanzieller Zugang

o Wege zur Beschaftigung

¢ Ganzheitliche Unterstitzung
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»Indem wir Stimmen aus der gesamten Branche, allen Karrierestufen und aus aller Welt
in einem gemeinsamen, zielorientierten Projekt zusammengebracht haben, zeigen wir,
was mdglich ist, wenn eine globale Cybersicherheits-Community zusammenkommt, um
sinnvolle Arbeit im Bereich Inklusion und Chancengleichheit zu leisten®, sagt Nina
Olesen, Co-Lead der Global 50x50 Task Force. ,Diese Initiative tragt zusammen mit dem
Global Action Framework dazu bei, klare Schritte zu definieren, damit sich mehr Frauen

in der Cybersicherheitsbranche unterstutzt fihlen.”

Engagementmaoglichkeiten

Es gibt viele Méglichkeiten, sich bei der Global 50x50 Initiative zu engagieren — unter
anderem durch Partnerschaften, Mentoring, Sponsoring, Vortrage, Bliindnisprogramme,
Lobbyarbeit und die Teilnahme an Initiativen, die sich fiir Inklusion einsetzen.
Einzelpersonen und Organisationen kdnnen ihre Unterstitzung auch direkt durch
Spenden an das Center for Cyber Safety and Education ausdriicken. Die Spenden
flieBen in Stipendien, Bildungsprogramme, Offentlichkeitsarbeit und Forschung, um
mehr Frauen den Einstieg in eine Karriere im Bereich Cybersicherheit zu erméglichen

und ihnen dabei helfen, sich in diesem Bereich zu etablieren.

Weitere Informationen zur Global 50x50 |Initiative sind hier zu finden:

https://www.iamcybersafe.org/s/50x50



https://www.iamcybersafe.org/s/50x50
https://www.iamcybersafe.org/s/50x50
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Uber die Global 50x50 Initiative

Die Global 50x50 Initiative ist eine internationale Bewegung, die vom Center for Cyber Safety &
Education in Zusammenarbeit mit ISC2 und globalen Organisationen ins Leben gerufen wurde.
Ziel ist es, bis 2050 eine geschlechtergerechte Verteilung der Beschaftigten im Bereich
Cybersicherheit zu erreichen. Die Initiative basiert auf den Saulen Wissensaufbau,
Kapazitatsaufbau und Aufrechterhaltung der Dynamik. Sie unterstttzt Frauen im Cyberbereich in
jeder Phase und in jeder Region, um einen widerstandsfahigeren und nachhaltigeren Berufszweig
im Bereich Cybersicherheit zu gewahrleisten.

Mehr dazu unter 50x50.0rg

Uber das Center for Cyber Safety and Education

Das Center for Cyber Safety and Education ist eine gemeinniitzige Organisation gemaR 501(c)3,
die 2011 von ISC2 gegriindet wurde. Mit dem Ziel, eine sichere Cyberwelt zu foérdern, unterstitzt
das Center Menschen aller Hintergriinde und Bevdlkerungsgruppen dabei, ihr Online-Leben
durch Cybersicherheits-Schulungen und Programme zur Sensibilisierung fiir Cybersicherheit zu
schitzen. Als einer der weltweit fiihrenden Anbieter von Stipendien im Bereich Cybersicherheit,
der Studenten und Nachwuchskraften mehr als 3 Millionen US-Dollar zur Verfigung stellt, hat
sich das Zentrum zum Ziel gesetzt, Hindernisse fir den Einstieg in den Bereich Cybersicherheit
abzubauen. Seine Mission ist es, mit Hilfe seiner Freiwilligen in mehr als 50 Landern die nachste
Generation von Cybersicherheitsexperten auszubilden und eine cybersichere Zukunft zu
ermdglichen.

Mehr Informationen: www.iamcybersafe.org.

Uber ISC2

ISC2 ist die weltweit fihrende Nonprofit-Organisation fur Cybersecurity-Experten. Mit Uber
265.000 zertifizierten Mitgliedern und Partnern setzen wir uns in einer immer starker vernetzten
Gesellschaft fir eine sichere Cyberwelt ein. Unsere renommierten Zertifizierungen — darunter die
branchenfihrende CISSP®-Zertifizierung — dienen Fachkraften als Nachweis ihrer Kenntnisse,
Fahigkeiten und Kompetenzen in jeder Phase ihrer Karriere.

ISC2 setzt Cybersecurity auf die politische und gesellschaftliche Agenda. Wir fordern die
Relevanz, Vielfalt und Dynamik der Cybersecurity-Branche durch engagierte Fursprache,
fundiertes Fachwissen und die Schulung und Zertifizierung von Fachkraften.

Mit unserer gemeinnutzigen Stiftung, dem Center for Cyber Safety and Education, vereinfachen
wir den Zugang zu diesem Berufszweig fur angehende Nachwuchskrafte.

Erfahren Sie mehr Gber |ISC2 und werden Sie Teil unserer Mission. Vergro3ern Sie ihr Netzwerk
und folgen Sie uns auf X, Facebook und Linkedin.

© 2025 ISC2 Inc. | ISC2, CISSP®, SSCP®, CCSP®, CGRC®, CSSLP®, HCISPP®, ISSAP®,
ISSEP®, ISSMP®, CC® und CBK® sind eingetragene Marken von ISC2, Inc.
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